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DO YOU KNOW WHAT TO DO IF YOUR IDENTITY IS STOLEN?
Filing a police report, checking your credit reports, notifying creditors, and disputing any unauthorized transactions are some of the steps you must take
immediately to restore your good name. 

Should you file a police report if your identity is stolen?

A police report that provides specific details of the identity theft is considered an Identity Theft Report, which entitles you to certain legal rights when it is
provided to the three major credit reporting agencies or to companies where the thief misused your information.  An Identity Theft Report can be used to
permanently block fraudulent information that results from identity theft, such as accounts or addresses, from appearing on your credit report. It will also
make sure these debts do not reappear on your credit reports. Identity Theft Reports can prevent a company from continuing to collect debts that result
from identity theft, or selling them to others for collection. An Identity Theft Report is also needed to place an extended fraud alert on your credit report. 

You may not need an Identity Theft Report if the thief made charges on an existing account and you have been able to work with the company to resolve the
dispute.  Where an identity thief has opened new accounts in your name, or where fraudulent charges have been reported to the consumer reporting
agencies, you should obtain an Identity Theft Report so that you can take advantage of the protections you are entitled to.

In order for a police report to entitle you to the legal rights mentioned above, it must contain specific details about the identity theft.  You should file an ID
Theft Complaint with the FTC and bring your printed ID Theft Complaint with you to the police station when you file your police report.  The printed ID Theft
Complaint can be used to support your local police report to ensure that it includes the detail required.

A police report is also needed to get copies of the thief’s application, as well as transaction information from companies that dealt with the thief.  To get this
information, you must submit a request in writing, accompanied by the police report, to the address specified by the company for this purpose. 

How long can the effects of identity theft last?

It's difficult to predict how long the effects of identity theft may linger. That's because it depends on many factors including the type of theft, whether the thief
sold or passed your information on to other thieves, whether the thief is caught, and problems related to correcting your credit report. 

Victims of identity theft should monitor financial records for several months after they discover the crime. Victims should review their credit reports once
every three months in the first year of the theft, and once a year thereafter. Stay alert for other signs of identity theft. 

Don't delay in correcting your records and contacting all companies that opened fraudulent accounts.  Make the initial contact by phone, even though you
will normally need to follow up in writing.  The longer the inaccurate information goes uncorrected, the longer it will take to resolve the problem.

What can you do to help fight identity theft? 

A great deal.

Awareness is an effective weapon against many forms identity theft. Be aware of how information is stolen and what you can do to protect yours, monitor
your personal information to uncover any problems quickly, and know what to do when you suspect your identity has been stolen.

Armed with the knowledge of how to protect yourself and take action, you can make identity thieves' jobs much more difficult. You can also help fight identity
theft by educating your friends, family, and members of your community. The FTC has prepared a collection of easy-to-use materials to enable anyone
regardless of existing knowledge about identity theft to inform others about this serious crime.

 


